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EVENTS ADDED SINCE 2 May, 2003

20 May 03 The Impact of the Disappearing Perimeter to be held at the Ritz Carlton, McLean, VA.   TruSecure
Corporation hosts this complimentary breakfast seminar.   Topics covered are WIRELESS SECURITY:
Four scenarios you need to address, REMOTE USERS: The top eight risks they pose to corporate security,
BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to control it.  For more
information and registration:  http://www.trusecure.com/tour/t0127/ or contact TruSecure at (888) 627-
2281, or by email at info@trusecure.com

21 May 03 The Impact of the Disappearing Perimeter to be held at the Hilton New York, NewYork, NY.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

22 May 03 The Impact of the Disappearing Perimeter to be held at the Doubletree Guest Suites, Waltham, MA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

28 May 03 The Impact of the Disappearing Perimeter to be held at the Denver Marriott South, Denver, CO.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

29-30 May 03
Pre-
Announcement

More info to
follow

IOTWG 03-01 hosted by NETWARCOM is being held at the Fleet IW Center (FIWC) IW Training
Facility (IWTF).   The WG will commence at 0800.   The primary objective of the WG is to raise
awareness of Naval IO training resources throughout the Naval services and to improve training
opportunities for the operating forces.  Additionally, it will serve as a precursor for a job task analysis
(JTA) of IO personnel.  Request commands engaged in IO training, i.e., CFC Pncla, FIWC, EWTGLANT,
EWTGPAC, TTGLANT, TTGPAC, NWC, SWOS, et.al., representatives provide a 15-20 minute brief on
the specifics of your IO training  Briefs should include those courses which are IO specific, and those
courses with IO components. Additionally, request a list of IO specific learning objectives covered in each
course.  Request commands not designated as training commands provide perceived training shortfalls to
originator for presentation at WG.   Action Officer attendee clearances must be forwarded to FIWC SSO
(757) 417-4057, DSN 537.  Discussion will be up to GENSER SECRET level. Uniform is Khakis or BDU.
No GOVT messing available.  Attendees must arrange own billeting.
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29 May 03 The Impact of the Disappearing Perimeter to be held at the Grand Hyatt Seattle, Seattle, WA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

30 May 03 The Impact of the Disappearing Perimeter to be held at the Minneapolis Hilton, Minneapolis, MN.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

2 Jun 03 The Impact of the Disappearing Perimeter to be held at the new York Marriott East Side, New York,
NY.   TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

4-6 Jun 03 2003 Worldwide Information Operations Conference, sponsored by Joint Staff
J3/DDIO 4-6 June at the Woodlands Conference Center in Williamsburg, Virginia.  The conference is
conducted in partnership with USSTRATCOM.  POC is LTC Batschelet, 703.693.4694, DSN 223.
Invitations have been issued to the services and commands.

5 Jun 03 Wireless LAN Security Workshop Security for 802.11 Networks at the DoubleTree at Tysons Corner.
Workshop agenda to include:  An independent review of industry leading software & hardware security
solutions presented within a live 802.11 security lab,  breaking WEP authentication, understanding inherent
weaknesses & attacks against WLANS, AAA services for LANS, segmenting traffic with VLANS, etc. To
register:   http://www.itvshop.com/wlan-security

5 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt on Capitol Square, Columbus, OH.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

6 Jun 03 The Impact of the Disappearing Perimeter to be held at Westin Atlanta North at Perimeter, Atlanta, GA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com
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9 Jun 03 The Impact of the Disappearing Perimeter to be held at the Long Beach Marriott, Long Beach, CA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

10 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt Regency San Francisco Airport,
Burlington,  CA  TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics
covered are WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top
eight risks they pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet
perimeter, and how to control it.  For more information and registration:
http://www.trusecure.com/tour/t0127/ or contact TruSecure at (888) 627-2281, or by email at
info@trusecure.com

11 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt Regency Dallas at Reunion, Dallas,
TX.   TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

12 Jun 03 The Impact of the Disappearing Perimeter to be held at the Pointe South Mountain Resort, Phoenix, AZ.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

13 Jun 03 The Impact of the Disappearing Perimeter to be held at the Sofitel Chicago O’Hare, Rosemont, IL
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

17-18 Jun 03 Information Operations Conference  The Association of Old Crows (AOC) and the National Security
Agency (NSA) will co-sponsor this Information Operations (IO) conference at the NSA Research and
Engineering Building, Ft Meade, Maryland.  The classification of the conference will be TS/SI/TK, U.S.
ONLY. The conference will focus on IO and IO applications that are critical to the ongoing success of the
NSA's mission. It will provide a forum for professionals in the field, from both government and industry, to
discuss issues related to the requirements of IO  programs, foreign threats to the relevant technologies and
their use, and the vulnerabilities of foreign/hostile forces in the arena.
Full agenda: http://rd.bcentral.com/?ID=788243&s=41079999
Conference Details: http://rd.bcentral.com/?ID=788242&s=41079999
Register at: http://rd.bcentral.com/?ID=788244&s=41079999      .
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25-27 Jun 03 802.11 Planet Conference and Expo at the World Trade Center Boston, Boston, MA.  This will be the
World’s Largest Wi-Fi Business Event At 802.11 Planet Spring Conference & Expo 2003, 802.11 industry
experts and business innovators converge to exchange ideas and strategies and chart new paths through this
transforming technological landscape.  For information and to register:
http://www.jupiterevents.com/80211/spring03/index.html

COMPLETE CALENDAR AS OF 19 May, 2003

20 May 03 The Impact of the Disappearing Perimeter to be held at the Ritz Carlton, McLean, VA.   TruSecure
Corporation hosts this complimentary breakfast seminar.   Topics covered are WIRELESS SECURITY:
Four scenarios you need to address, REMOTE USERS: The top eight risks they pose to corporate security,
BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to control it.  For more
information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

20-22 May 03 Department of Commerce, Office of the CIO -- 2003 Conference at the Holiday Inn in Solomons , MD.
The conference is designed as a forum for the Department’s CIOs, and top-level IT, Budget, and
Acquisition personnel to discuss key IT issues and the direction of IT development within the agency.  A
technology exposition focusing on the latest IT advancements within the Federal Community will also be
on-site. For more information please call (800) 878-2940 or email: mike@fbcdb.com

21 May 03 The Impact of the Disappearing Perimeter to be held at the Hilton New York, NewYork, NY.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

22 May 03 The Impact of the Disappearing Perimeter to be held at the Doubletree Guest Suites, Waltham, MA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

22 May 03 Information Technology Exposition The Missile Defense Agency manages, directs, and executes one of
the most technologically complex programs ever undertaken by the Department of Defense.  Partnered
with all of the Military Departments, other federal agencies, the private sector, and major research
institutions, MDAs role is to facilitate the integration of leading edge and emerging technologies into an
effective acquisition policy for missile defense. For more information about exhibiting or attending:
http://www.fbcinc.com/newpromos/MDA_5_22_03.pdf

22-23 May 03 Wireless Security Boot Camp    Professionals: come to Dallas for two days and attend the Wireless
Security Boot Camp. This is a complete, two-day course including hands-on lectures and lab taught by
leading wireless security experts and book authors. Includes 12 hours of formal CE.   To Register:
http://www.dallascon.com/

24-25 May 03 Dallas Wireless Security Conference 2003  Hear cutting edge speakers on wireless security.
Ideal for hackers, students, and law enforcement officers. Includes 12 hours of formal CE.  For more
information:  http://www.dallascon.com/
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28 May 03 The Impact of the Disappearing Perimeter to be held at the Denver Marriott South, Denver, CO.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

29 May 03 The Impact of the Disappearing Perimeter to be held at the Grand Hyatt Seattle, Seattle, WA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

30 May 03 The Impact of the Disappearing Perimeter to be held at the Minneapolis Hilton, Minneapolis, MN.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

2 Jun 03 The Impact of the Disappearing Perimeter to be held at the new York Marriott East Side, New York,
NY.   TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

2-4 Jun 03 2003 IEEE International Interconnect Technology Conference - IITC at the Hyatt Regency Hotel
Burlingame, CA.  The sixth annual IITC is sponsored by the IEEE Electron Devices Society as a premier
conference for interconnect technology. The IITC provides a forum for professionals in semiconductor
processing, academia and equipment development to present and discuss exciting new science and
technology through oral presentations, poster displays, exhibit booths and supplier seminars. For more
information: http://www.his.com/~iitc/

2-27 Jun 03 Joint Command, Control, Communications, Computers, and Intelligence Staff and Operations
Course (JC4ISOC).  Class 03-6 will be held at the Joint Forces Staff College (JFSC) Norfolk, VA.  The
JC4ISOC focuses on National and Theater C4ISR strategies, National and Unified Commander's C4ISR
operations, as well as DoD organization and how it supports the C2 process.  The course is taught at the
TS/SCI level.  POC unclassified email: JCIWS-C4I@jfsc.ndu.edu.  Additional C4I Division information is
available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

4-5 Jun 03 International Software Radio Conference, One Whitehall Place, London. This event will focus on the
state-of-the art and future trends in software radio technology, policy and business. It will also provide an
opportunity to learn more about the topic and where the industry is heading and network with the leading
experts from military, government, industry and academia.  Places are strictly limited so I recommend that
you book your place today.  Register on our secure website at: http://www.smi-
online.co.uk/softwareradio8.asp   Contact Teri Arri for further information on any available discounts and
to receive a registration form on: tel: +44 (0) 20 7827 6162 or email:  mailto:tarri@smi-online.co.uk
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4-5 Jun 03 Securing The Homeland Conference and Expo “A Federal Partnership for Securing America” is being
held at the NIST Conference Center in Gaithersburg, MD.    The homeland battlefront is a dynamic
continuum of prevention, detection, protection, preparedness, response and recovery.  The focus of the
event is to present meaningful and relevant exhibits and presentations for educating participants on
technologies for winning the War on Terrorism and protecting the Homeland.   For more information:
http://www.fbcinc.com/newpromos/HomelandConference_6_4_03.pdf

4-6 Jun 03 2003 Worldwide Information Operations Conference, sponsored by Joint Staff
J3/DDIO 4-6 June at the Woodlands Conference Center in Williamsburg, Virginia.  The conference is
conducted in partnership with USSTRATCOM.  POC is LTC Batschelet, 703.693.4694, DSN 223.
Invitations have been issued to the services and commands.

5 Jun 03 Protecting America’s Infrastructure: Cyber Defense Homeland Defense Training Conference is
being held at the NRECA Executive Conference Center, 4301 Wilson Boulevard, Arlington, Virginia
22203.  This training conference is for industry and government focusing on agency needs and
requirements in the area of Homeland Defense regarding Cyber Security, Network Infrastructure Protection
and Cyber Terrorism. This will be a public-level series of training presentations
on the challenges ahead. Speakers will represent federal agencies and leading security, equipment and
systems suppliers.  To obtain current speaker lists and instructions for on-line registration, call the
Training Conference hot line at 703-807-2027.

5 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt on Capitol Square, Columbus, OH.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

5 Jun 03 Wireless LAN Security Workshop Security for 802.11 Networks at the DoubleTree at Tysons Corner.
Workshop agenda to include:  An independent review of industry leading software & hardware security
solutions presented within a live 802.11 security lab,  breaking WEP authentication, understanding inherent
weaknesses & attacks against WLANS, AAA services for LANS, segmenting traffic with VLANS, etc. To
register:   http://www.itvshop.com/wlan-security

6 Jun 03 The Impact of the Disappearing Perimeter to be held at Westin Atlanta North at Perimeter, Atlanta, GA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

9 Jun 03 The Impact of the Disappearing Perimeter to be held at the Long Beach Marriott, Long Beach, CA.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com
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9-12 Jun 03 E-Gov Conference being held at Washington Convention Center, Washington, D.C.  E-Gov’s 2003
Conference tracks will draw the most influential   government IT decision-makers looking for solutions
across 6 critical themes: Business Tools and Processes, Enabling Technology and Enterprise, Infrastructure
Deploying E-Government Programs, Intergovernmental Considerations for E-Government, Making
Technology Work for Homeland Security, Organizational Strategies to Secure the Homeland.  For more
information:  http://www.e-gov.com/events/2003/egov/

9-13 Jun 03 Allied Joint Information Warfare Orientation Course (JIWOC).  Class O-03-4 will be held at the Joint
Forces Staff College (JFSC), Norfolk, VA.  The JIWOC is designed to educate individuals assigned or en
route to an Information Operations billets in Allied armed forces.  It presents IO as implemented by the
United States.  The course is taught at the collateral SECRET level and is designed for Allied officers from
Canada, United Kingdom, Australia, and New Zealand.  United States participation should be limited to
Combatant Command representatives who work with these countries. POC unclassified email: JCIWS-
IW@jfsc.ndu.edu.   Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/jciws/jciws.htm.

9-13 Jun 03 Information Operations Fundamentals Course  FY03-40   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved
in the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage www.ewtglant.navy.mil (look for the C2W course), call DSN 253-7343, COML:
(757) 462-7343, or email at  UOTAS@EWTGLANT.NAVY.MIL  POC is Capt Sanders (IO Course
Manager), DSN: 253-8685, COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor), DSN 253-
7748, COML: (757) 462-7748.

10 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt Regency San Francisco Airport,
Burlington,  CA  TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics
covered are WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top
eight risks they pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet
perimeter, and how to control it.  For more information and registration:
http://www.trusecure.com/tour/t0127/ or contact TruSecure at (888) 627-2281, or by email at
info@trusecure.com

11 Jun 03 The Impact of the Disappearing Perimeter to be held at the Hyatt Regency Dallas at Reunion, Dallas,
TX.   TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

12 Jun 03 The Impact of the Disappearing Perimeter to be held at the Pointe South Mountain Resort, Phoenix, AZ.
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com
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13 Jun 03 The Impact of the Disappearing Perimeter to be held at the Sofitel Chicago O’Hare, Rosemont, IL
TruSecure Corporation hosts this two-hour complimentary breakfast seminar.   Topics covered are
WIRELESS SECURITY: Four scenarios you need to address, REMOTE USERS: The top eight risks they
pose to corporate security, BUSINESS PARTNERS: Their impact on your Internet perimeter, and how to
control it.  For more information and registration:  http://www.trusecure.com/tour/t0127/
or contact TruSecure at (888) 627-2281, or by email at info@trusecure.com

17-18 Jun 03 Federal Information Superiority Conference in Colorado Springs, Co. Security, Cyberterrorism and
Information Operations are the key topics to be explored at the Federal Information Security Conference
(FISC) 2003. Join Information Assurance, Security and Information Operations personnel invited from
NIC / Shriever AFB, Peterson AFB, NORTHCOM, Cheyenne Mountain, USGS, NSA,  NIST, NIAP, Air
Force Academy and others at FISC 2003. For more information and registration:
http://www.fbcinc.com/fisc/main.php

17-18 Jun 03 Information Operations Conference  The Association of Old Crows (AOC) and the National Security
Agency (NSA) will co-sponsor this Information Operations (IO) conference at the NSA Research and
Engineering Building, Ft Meade, Maryland.  The classification of the conference will be TS/SI/TK, U.S.
ONLY. The conference will focus on IO and IO applications that are critical to the ongoing success of the
NSA's mission. It will provide a forum for professionals in the field, from both government and industry, to
discuss issues related to the requirements of IO  programs, foreign threats to the relevant technologies and
their use, and the vulnerabilities of foreign/hostile forces in the arena.
Full agenda: http://rd.bcentral.com/?ID=788243&s=41079999
Conference Details: http://rd.bcentral.com/?ID=788242&s=41079999
Register at: http://rd.bcentral.com/?ID=788244&s=41079999      .

17-19 Jun 03 DOD Public Key Infrastructure (PKI) User's Forum is being held in Myrtle Beach, SC.  The 4th
Annual DoD Public Key Infrastructure (PKI) User's Forum is a three day seminar for DoD personnel, DoD
contractors and PKI commercial vendors. This forum is designed to create an environment in which the
PKI community can share the enabling technologies that secure our information systems. Our primary
focus is to keep the Warfighter, DoD Civilian and Industry Communities apprised of PKI applications,
milestones and initiatives.  For more information:  http://www.iaevents.com/PKI03db/newinfo.cfm

18-20 Jun 03 4th Annual IEEE Information Assurance Workshop  The workshop is designed to provide a forum for
Information Assurance researchers and practitioners to share their research and experiences. Attendees hail
from industry, government, and academia. The focus of this workshop is on innovative, new technologies
designed to address important Information Assurance issues.  Papers will be divided into two broad
categories. Approximately 2/3 of the papers will focus on innovative new research in Information
Assurance. The remaining 1/3 of the papers will be recent experience and lessons learned from Information
Assurance practitioners.  Areas of particular interest at this workshop include, but are not limited to
Innovative intrusion detection and response methodologies, Information warfare, Information Assurance
education and professional development, Secure software technologies, Wireless security, Computer
forensics  Key Dates...12 February 2003 Full papers due for review --7 April 2003 Acceptance notification
and papers returned to authors for corrections--5 May 2003 Final papers due. The IEEE Information
Assurance Workshop is sponsored by the IEEE SMC, IEEE Computer Society and the National Security
Agency. It is hosted by the Information Technology and Operations Center of the United States Military
Academy.
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22-27 Jun 03 15th Annual Computer Security Incident Handling Conference is being held at the Westin in Ottawa,
Canada. The annual FIRST Conference is a unique event. It focuses on the field of computer security
incident handling and response. In recognition of the global spread of computer networks and the common
problems faced by computer owners, the conference is held in a different part of the world each year. The
presentations are international in scope and include the latest in incident response and prevention,
vulnerability analysis, and computer security. Additionally, these events serve as the foundation for the
improvement of computer security worldwide via the sharing of goals, ideas, and information.  For more
information:  http://www.first.org/conference/2003/

24-26 Jun 03 Joint Warrior Interoperability Demonstration 2003 (JWID 2003).  A Joint Staff message is to be
released soon.  NOTE: These dates are  the visitor period for JWID 2003.  The prime visitor site for JWID
2003 is USPACOM, Camp Smith Hawaii.  Service sites are also available and encouraged
for visits (location details to be announced by separate correspondence). JWID 2003 is a Joint Staff-
sponsored event where government and private industry join forces to demonstrate new and emerging
technologies that will shape the battlespace of the future.  For additional information see the
unclassified JWID web site http://www.jwid.js.mil.  POC: Lt Col Dennis Simpson, (703) 614-7784, DSN
224.

25-27 Jun 03 802.11 Planet Conference and Expo at the World Trade Center Boston, Boston, MA.  This will be the
World’s Largest Wi-Fi Business Event At 802.11 Planet Spring Conference & Expo 2003, 802.11 industry
experts and business innovators converge to exchange ideas and strategies and chart new paths through this
transforming technological landscape.  For information and to register:
http://www.jupiterevents.com/80211/spring03/index.html

30 Jun - 2 Jul
03

Government Symposium on Information Sharing & Homeland Security  being held at the Philadelphia
Marriott, Philadelphia, PA is sponsored by GETA/NCSI. T he 2002 event brought together over 1,000 high
ranking officials from all key sectors of government and 8 countries whose mission was to improve the
flow of actionable information between agencies. This year's event will focus on technology solutions for
Information Sharing through highly interactive sessions with First Responders, the New Department of
Homeland Security, members of Congress, and the International Community.  For more information call:
301-596-8899 or http://www.federalevents.com

9-10 Jul 03 Department of Homeland Security IT Security Conferenc4e and Workshop (formerly INS Security
Conference) At the Sheraton Inner Harbor Hotel in Baltimore, MD. The conference is hosted by the DHS
Chief Information Security Officer. The target audience for the conference is anyone in DHS that has IT
Security within their job description.  Briefing topics include:  forensics, incident handling, certification
and accreditation, compliance, IT security, etc.  For more information:
http://www.fbcinc.com/newpromos/DHS_7_9_03.pdf

14-25 Jul 03 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-03-6 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals
assigned or en route to an Information Operations cell on a Unified Command or JTF staff.  The course is
also highly suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored
Activity, or Service Component supporting a Combatant Commander.  The course provides broad exposure
to IO and IW through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical
applications.  The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/jciws/jciws.htm.
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14-25 Jul 03 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-03-6 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals
assigned or en route to an Information Operations cell on a Unified Command or JTF staff.  The course is
also highly suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored
Activity, or Service Component supporting a Combatant Commander.  The course provides broad exposure
to IO and IW through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical
applications.  The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/jciws/jciws.htm.

15-16 Jul 03 US Army Corp of Engineers DIM/CIM Conference is being held at the Radisson Hotel, Orlando, FL
This conference will bring together the Directorate Information Managers and Corporate Information
Managers of US Army Corp of Engineers from across the country.  This is a critical opportunity for
updates, training and exposure to changes in technology and the Corps plans for Enterprise Architecture,
deployment concepts, upgrades and demands of the backbone to support the Corps mission workload.   For
more information contact:  Jane Martin-Smith, Account Manager, Phone: 800-878-2940 x 203; 301-206-
2940 x 203, e-mail: jane@fbcdb.com

26 Jul - 9 Aug
03

CERT Operational Training Experience (OTE)  - ID:  NGB-AIS-OTE.  A 14-day training program
being held at the Regional Training, Camp Johnson, Colchester, VT and Camp Murray, Tacoma, WA is
designed to be delivered to a Computer Emergency Response Team (CERT) in support of National Guard
Information Operations. This course is designed to train students to protect networks by constructing
multiple layers of computer network defense in depth.   Additionally, there is a three-day hands-on
situational training exercise (STX).   Students must complete information operations IO101 and IRH prior
to attending.  Students must have network and system administration experience in either WINNT or
UNIX.   For further information: http://www.vtguard.com/IO/index.htm or call (802) 485-1933.  Course
can be located in the Army Training Requirements and Resource System (ATRRS) under School Code
1019.

28 Jul-1 Aug
03

Joint Information Operations Planning Course (JIOPC).  Class P-03-2 will be held at the Joint Forces
Staff College (JFSC), Norfolk, VA.  The JIOPC is designed to explore deliberate IO planning.  The course
is substantially a practical exercise that requires the students to perform as IO planners on the staff of a
Unified Commander, producing the IO portions of an OPLAN.  The course is designed to be a graduate-
level follow-on to the JIWSOC.  The course is taught at the SECRET/NOFORN level, but discussions may
reach the TS/SCI level.  POC unclassified email: JCIWS-IW@jfsc.ndu.edu.   Additional IW Division
information is available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

28 Jul – 7 Aug
03

 (Mobile  Information Operations (210) Course  - ID:  NGB-AIS-IO  (210) – Mobile Training Team
(MTT) Instruction at Camp Mabry, Austin, Texas.  This 10 day class trains Field Support Team (FST)
members to plan Information Operations (IO) using the Army’s Military Decision-Making Process
(MDMP). The course is presented in two blocks.  Block I reacquaints students with the elements of IO,
thoroughly familiarizes them with MDMP, and teaches students how to employ MDMP for IO planning.
Block II, requires students to apply the knowledge and skills acquired during Block I as they plan IO under
more realistic and stressful conditions. Prerequisites:  Must complete Information Operations 101 prior to
attending.    For further information: http://www.vtguard.com/IO/index.htm or call (802) 485-1933. Course
can be located in Army Training Requirements and Resource System (ATRRS) under School Code 1019
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3-17 Aug 03 Information Operations (IRH) Course – ID:  NGB-AIS-IRH  This course can be taken at any web
accessible location and is designed to take a National Guard CERT from implementation to full operation
by explaining how to develop a CERT, to the very essence of what a CERT does, and how its work is
accomplished.  The course is only available at the times outlined in ATARS.  It is strongly suggested that
you use a commercial ISP to connect to the web site.  Students must contact IO to get a password and user
ID for the course.  This must be done prior to the course starting or delays will occur and completion of the
course will be difficult at best.  Attendees must have completed IO101.  There are mentors/instructors
logged onto the IRH course for many of the hours that the course is available For further information:
http://www.vtguard.com/IO/index.htm or call (802) 485-1933. Course can be located in Army Training
Requirements and Resource System (ATRRS) under School Code 1019

4-15 Aug 03 Information Operations Capabilities, Application & Planning Course (IOCAP) is designed to train
selected personnel on the fundamentals of planning, coordinating, executing, and assessing full spectrum
information operations (IO) in support of Army and Joint operations.  The IOCAP is an unclassified 80
hour course conducted in a classroom environment for up to 25 students.  Focus of training is application
of full spectrum IO (planning, coordinating, executing, and assessing) as a member of an Army IO cell in
both simulated deliberate and crisis action planning environments.  Course prerequisites are a current
SECRET clearance and completion of the IO-101 CBT.   Course is open to military personnel (Pay grade
E-6 and above), DoD Civilians, and selected civilians and contractors. .  Course can be found in ATRRS,
school code 024 or registration is by DD 1556 faxed to Com 703-806-1003, also request email address so
welcome packet can be sent to individuals.    POC:  Carlos Chipres – 703-706-1409

4-29 Aug 03 Joint Command, Control, Communications, Computers, and Intelligence Staff and Operations
Course (JC4ISOC).  Class 03-7 will be held at the Joint Forces Staff College (JFSC) Norfolk, VA.  The
JC4ISOC focuses on National and Theater C4ISR strategies, National and Unified Commander's C4ISR
operations, as well as DoD organization and how it supports the C2 process.  The course is taught at the
TS/SCI level.  POC unclassified email: JCIWS-C4I@jfsc.ndu.edu.  Additional C4I Division information is
available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

5-7 Aug 03 Nebraska Cert Conference 2003  is being held at the Scott Conference Center in Omaha, Nebraska.  This
conference (formerly CERT Conference) is designed for those organizations whose livelihood depends on
ensuring their information remains intact and accurate.  This event will be a forum whereby organizations
can share lessons learned, discover what has worked for others, and immediately apply their newly found
knowledge. This year's conference is taking shape into being the pinnacle conference for computer security
and information assurance. For more information:  http://www.certconf.org/

18-22 Aug 03 Military Deception Planners Seminar (MILDEP)     Course is open to selected military service
members, DoD employees, and government contractors who possess a current SECRET clearance.  The
MDPS is a 40 hour course designed to train individuals on the fundamentals of Military Deception
planning in support of land component commanders.    This training is conducted in a classroom
environment using classified materials and involving discussions up to the SECRET collateral
classification level.  Course prerequisites are a current SECRET clearance.  Course can be found in
ATRRS, school code 024 or registration is by DD 1556 faxed to Com 703-806-1003, also request email
address so welcome packet can be sent to individuals.  POC:  Carlos Chipres – 703-706-1409



12

18-22 Aug 03 Information Operations Fundamentals Course  FY03-50   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved
in the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage www.ewtglant.navy.mil (look for the C2W course), call DSN 253-7343, COML:
(757) 462-7343, or email at  UOTAS@EWTGLANT.NAVY.MILPOC is Capt Sanders (IO Course
Manager), DSN: 253-8685, COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor), DSN 253-
7748, COML: (757) 462-7748.

9-11 Sep 03 AUSA/USAREUR Land Combat EXPO 2003  is being held at  the Village Pavilion (Conference Center
& Tent Complex), Patrick Henry Village, Heidelberg, Germany.  This year’s theme is “The Army of One –
On Point for the Nation.”   For more information about exhibiting or attending please respond by either
email or mail:  U.S. Postal address: European Department, AUSA CMR 420, Box 256, APO AE 09063.
International address: ED, AUSA, Postfach 102025, 69010 Heidelberg, Germany.  Email:
ausa.fitzsimons@cmtymail.26asg.army.mil

9-18 Sep 03 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-03-7J will be held at the
Joint Information Operations Center (JIOC), San Antonio, TX.  The JIWSOC is designed to educate
individuals assigned or en route to an Information Operations cell on a Unified Command or JTF staff.
The course is also highly suitable for individuals involved in IO issues assigned to a DoD Agency,
Chairman Sponsored Activity, or Service Component supporting a Combatant Commander.  The course
provides broad exposure to IO and IW through staff lectures, seminars, case studies, panel discussions,
guest speakers, and practical applications.  This version of the course will be taught at the collateral
SECRET level.  POC unclassified email: michael.broster@jioc.osis.gov.   Additional IW Division
information is available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

10-12 Sep 03 E-Gov Enterprise Architecture Conference at the Ronald Reagan Building and International Trade
Center in Washington, DC.  The conference program will focus on the skills necessary to initiate, procure,
and manage the implementation of Enterprise Architectures as required by recent OMB directives and
regulations.  A select number of companies will also have the opportunity to participate as high-impact
exhibiting sponsors in this influential event. Through an alliance with the FEAC Institute, conference
attendees will receive both CEU credits as well as a discount certificate towards earning their CEA
(Certified Enterprise Architect)-a first for E-Gov conferences!  For more information contact:  Jeff Calore,
General Manager, FCW Media Group, 703-876-5098, jcalore@fcw.com.

15-17 Sep 03 Information Assurance being held at the Ronald Reagan Building and International Trade Center in
Washington, D.C. This conference is designed by and for those responsible for Information Assurance
programs in the public sector. The three-day agenda includes sessions on planning,  managing, and funding
IA initiatives throughout government enterprises.  For more information:  http://www.e-
gov.com/events/2003/ia/

15-19 Sep 03 2003 Military Transformation and Homeland Security Symposium – “C4IEWS Path to
Transformation and Homeland Security” is being held at the Atlantic City Convention Center in New
Jersey.  There will be tutorials, classified and unclassified sessions, and exhibitors.  You can register for
individual sessions or the entire conference.    For more information on attending and/or exhibiting:
http://www.afcea-ftmonmouth.org/MTHS_2003/Homeland_Index.html
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16-18 Sep 03 ASNE Symposium – “Harnessing the Power of Technology for the Warfighter” being held at the
Convention Center in  Bloomington, Indiana.  This symposium is sponsored by the Southern Indiana
Section of the American Society of Naval Engineers in liaison with Crane Division, Naval Surface Warfare
Center.   This symposium will be a forum for the exchange of ideas, technical experience and insight from
the U. S. Navy ordnance and electronics communities.  For more information:
http://www.crane.navy.mil/asnesymposium03/

21-24 Sep 03 The 40th Annual AOC International Symposium and Convention "EW Transformation and
Information Dominance in the 2nd Century of Powered Flight."  The AOC welcomes you to celebrate the
100th Anniversary of Flight at our 40th Annual International Symposium and Convention. The event is to
be held at the Convention Center in Dayton, Ohio.  For  more information:
http://www.crows.org/eventsAnnconvention.htm

22-26 Sep 03 Information Operations Fundamentals Course  FY03-60   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved
in the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage www.ewtglant.navy.mil (look for the C2W course), call DSN 253-7343, COML:
(757) 462-7343, or email at  UOTAS@EWTGLANT.NAVY.MIL  POC is Capt Sanders (IO Course
Manager), DSN: 253-8685, COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor), DSN 253-
7748, COML: (757) 462-7748.

30 Sep – 3 Oct
03

InfowarCon 2003   is being held in Washington, DC at the Renaissance Washington D.C. Hotel. Join
military leaders, political forces, academics, and industry captains from around the globe and arm yourself
with the tactics you need to detect, react to, and protect against cyber attacks.  Listen to the cutting-edge
concepts of the latest on-going initiatives in the Homeland Security and Critical Infrastructure Protection
communities. Learn the practices that are relevant and necessary for Information Warfare practitioners and
policy makers.  For more information:  http://www.infowarcon.com

6-31 Oct 03 Joint Command, Control, Communications, Computers, and Intelligence Staff and Operations
Course (JC4ISOC).  Class 04-1 will be held at the Joint Forces Staff College (JFSC) Norfolk, VA.  The
JC4ISOC focuses on National and Theater C4ISR strategies, National and Unified Commander's C4ISR
operations, as well as DoD organization and how it supports the C2 process.  The course is taught at the
TS/SCI level.  POC unclassified email: JCIWS-C4I@jfsc.ndu.edu.  Additional C4I Division information is
available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

7-9 Oct 03 21st  Command, Control, Communications, Computers & Intelligence Systems Technology (C4IST) Exhibition
is being  held at Fort Huachuca, AZ is a Forum for Industry and Government to display their latest Technology
and Services for Information and Intelligence Systems.  For more information about exhibiting or
attending:  http://www.laser-options.com/afcea/

16-17 Oct 03 E-Learning 2003 is being held at the Renaissance Washington DC Hotel.   This 2-day conference,
designed by a Program Advisory Board of government and industry E-Learning practitioners, offers
strategies and tools for building a knowledge-based workforce. The program is designed so that you can:
Learn the fundamentals of E-Learning for application in the public sector, evaluate the tools and
professional services available to support your current, and future initiatives.   Also, you will  hear from
public and private sector visionaries about the E-Learning hot-topics for Government,  tap the expertise of
practitioners for immediate use in your organization, benefit from lessons learned and best practices
experienced by others.  For more information:   http://www.e-gov.com/events/2003/el/
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27 Oct 03 The Workshop on Rapid Malcode (WORM)  is being held in conjunction with the 10th ACM
Conference on Computer and Communications Security, The Wyndham City Center Washington DC,. In
the last several years, Internet-wide infectious epidemics have emerged as one of the leading threats to
information security and service availability. The vehicle for these outbreaks, malicious codes called
"worms", leverage the combination of software moncultures and the uncontrolled Internet communication
model to quickly compromise large numbers of hosts. Current operational practices have not been able to
manage these threats effectively and the research community is only now beginning to address this area.
The goal of this workshop is to bring together ideas, understanding and experience bearing on the worm
problem from a wide range of communities including academia, industry and the government.  We are
soliciting papers (due July 1, 2003) from researchers and practitioners on subjects including, but not
limited to:  Modeling and analysis of propagation dynamics, Automatic detection, characterization, and
prediction, Analysis of worm construction, current & future, Propagation strategies (fast & obvious vs slow
and stealthy), Reactive countermeasures, Proactive defenses, Threat assessment, Forensic methods of
attribution, Significant operational experiences.  For more information important dates and submission
information:  http://pisa.ucsd.edu/worm03/

27 Oct-7 Nov
03

Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-04-1 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals
assigned or en route to an Information Operations cell on a Unified Command or JTF staff.  The course is
also highly suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored
Activity, or Service Component supporting a Combatant Commander.  The course provides broad exposure
to IO and IW through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical
applications.  The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/jciws/jciws.htm.

17 Nov-12 Dec
03

Joint Command, Control, Communications, Computers, and Intelligence Staff and Operations
Course (JC4ISOC).  Class 04-2 will be held at the Joint Forces Staff College (JFSC) Norfolk, VA.  The
JC4ISOC focuses on National and Theater C4ISR strategies, National and Unified Commander's C4ISR
operations, as well as DoD organization and how it supports the C2 process.  The course is taught at the
TS/SCI level.  POC unclassified email: JCIWS-C4I@jfsc.ndu.edu.  Additional C4I Division information is
available at the JCIWS unclassified web page: http://www.jfsc.ndu.edu/jciws/jciws.htm.

IO CALENDAR
Information Assurance Technology Analysis Center  (IATAC)

Phone:  703-289-5454
Unclassified email: IATAC@dtic.mil

Fax: (703) 289-5467
URL: http://iac.dtic.mil/iatac


